为增强学生对网络安全知识的兴趣，开阔视野，以赛代练，以赛促学，提高学生的网络安全技能水平，发掘和培养高水平的网络安全技术人才。信息安全系将在2020年5月23日-5月24日举办浙江工商大学2020年第四届CTF竞赛，现将有关事项通知如下：

**一、组织机构**

主办：浙江工商大学

承办：计算机与信息工程学院信息安全系

**二、参赛报名**

1. 参赛队员必须是浙江工商大学全日制在校本科生。

2. 本比赛为个人赛，即一队一名队员。

**三、报名时间和方式**

**报名时间：2020年5月11日至2020年5月21日；**

报名方式：

1. 校园网访问<http://10.21.13.188:8000/>，注册账号。

2. 加入比赛QQ群：772594098。

**四、竞赛规则**

1. 比赛时间为48个小时，参赛选手自己准备电脑。

2. 此次比赛为个人CTF解题赛制，参赛主体为个人，不允许任何形式的合作、交换思路、交换flag的行为，一经发现，将立刻被取消参赛资格；

3. 如发现任何比赛平台相关的漏洞或者题目出现非预期的问题，请及时联系管理员；

4. 严禁任何干扰比赛进行（包括但不限于DDOS攻击），破坏比赛公平性，攻击比赛平台的行为，一经发现，严肃处理；

5. 比赛结束后24小时内，选手提交Writeup到指定邮箱，Writeup必须完整详细，包含获取flag的攻击载荷或者攻击脚本，以及攻击成的截图，逾期提交或者内容不合格者视为放弃奖励；

**五、竞赛评选和竞赛须知**

1. 采用在线解题模式CTF赛制，题目涉及Web渗透、二进制漏洞挖掘利用、密码分析、取证分析、逆向分析、安全编程、渗透测试等方面。参赛队需通过解题与技能实战获取得分，依据参赛人员参赛总得分高低确定参赛人员排名。

2. 选手通过比赛系统获得题目信息，通过技术手段获取题目中的Flag，提交Flag即可获得题目给出的分数，但分数需要经过以选手提交的解题报告为依据技术审核，才成为选手的最终得分。通过竞赛公开选拔浙江省网络与信息安全竞赛及其他国家级信息安全竞赛参赛队员。

**六、奖励**

1．奖项设置

本次竞赛根据每人解答竞赛题目得分进行排名。评定以下奖项：一等奖、二等奖、三等奖、鼓励奖若干名，根据参赛总人数确定获奖人数的比例。

同时按排名分别给予前10人不同额度的奖金，其中一等奖2000元/人（共1人）、二等奖1000元/人（共2人）、三等奖500元/人（共3人）、鼓励奖200 元/人（共4人），奖金合计6300元，由信息安全系赞助。

2．奖励办法

奖金由学校账户直接打入学生个人账户（税务自理）。

**七、竞赛安排**

竞赛时间：2020年5月23日-5月24日

竞赛地点：疫情期间为响应学校防疫要求，避免人员聚集，选手可在各自寝室参赛。